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Welcome Message

Owner EagleEyeT

Here at EagleEyeT we are here to help you achieve 
your goals and that of your company and keep you 
and your client's data safe. Consider us your one stop 
shop for all your IT needs.

Jonathan Aquilina



Vision & 
Mission

To be your one stop shop for all 

your IT Procurement needs.

Allow us to help you keep your 

sensitive data safe with proactive 

information security measures 

and security agents.

Top notch customer service and 

support.

To be a one stop shop for all my clients'

needs be it support, procurement and

information security to keep their

sensitive data safe.

Mission

Vision



Benefits of Working With Us

Always looking at new types of offerings for the local market and abroad

Hunt for the best value for money from multiple suppliers

Affordable cost for goods, services and projects

One stop shop for all your IT and technological needs

Corporate option to lease equipment instead of outright purchasing

We take a proactive approach when it comes to Cyber Security



The plan is to penetrate the local market to start providing a strong focus on Managed services as well as cyber security 

services and solutions.

I also have an opportunity from a friend of mine back in Houston, Texas who has a very successful online marketing business 

and she is ready to send work my way. This can be seen as an opportunity to get my business expanding into the US.

EagleEyeT Market Opportunities



The Goal is to provide affordable solutions where customers will want to come back to work with us on more projects.

Compared to other local business which want to maximize their profits, my goal is to make smaller profits and have clients 

coming back to work with us on more projects and to provide more services to them.

Cost Savings



EagleEyeT Product/Service Portfolio



• The Dark Web is an area of the 
internet that is not accessible via 
normal web browsers.

• The Tor Network is the gateway to the 
Dark Web.

• Connect to the network using the 
special Tor Browser.

• This is where a lot of sensitive 
information ends up and even sold by 
malicious threat actors.

What Is The 
Dark Web?



What Ends Up On the Dark Web

Customer Data
Operational Data, Intellectual 

Property & Trade Secrets

These various types of data can land their way on the dark web through a data breach, or credentials used on another site that was

breached.

If compromised credentials are found the recommended course of action is a change of password to invalidate the password that

could have ended up on the dark web.

Reach out to us for your free dark web report.

Financial Data



What is Phishing

• Malicious threat actors targets victims by contacting them 
by:
• Email
• Telephone
• Text message

• Threat actors pose as a legitimate institution
• Try to get individuals to provide sensitive information

• Personally identifiable information
• Banking details
• Credit card details
• Passwords

https://www.phishing.org/what-is-phishing

https://www.phishing.org/what-is-phishing


• Phishing training simulator which 
allows you to send simulated phishing 
emails and gathers statistics of how 
your employees perform

• Can they identify a phishing 
email

• Do they report a phishing email
• Do they open it thinking its 

legitimate
• Statistics are provided so that 

educational plans can be implemented 
on how to better educate employees 
about the various types of phishing 
attacks

Bullphish ID



• Security agent that sits on your 
workstation

• Monitors for:
• Potential hacker footholds on 

endpoints
• Monitors for any potential 

signs of ransomware
• Round the clock monitoring 24/7/365
• Provide remediation steps to eliminate 

the potential hacker footholds or 
beginning signs of ransomware

Huntress



• Security Framework
• Requires all users be it inside 

or outside the organization to 
be:
• Authenticated
• Authorized
• Continuously validated

• The continuous validation is 
required to ensure the security 
configuration and posture prior 
to giving access or retaining 
access to applications or data

• Threatlocker will allow you to achieve 
this

What is Zero 
Trust



• Security agent that sits on your 
workstation or server

• When initially deploying the agent, it is 
set into learning mode for a period, so 
it learns what is currently in use and 
on the workstations or server

• After enforcing mode is 
enabled anything that was not 
learned will need to be 
approved and a definition gets 
define

• Network Access Control
• Control over what can be 

accessed

Threatlocker



• Cost effective 24/7/365 monitoring 
team that monitors ones Microsoft 
365 tenant

• Any changes that can have 
security implications get 
reported via email to confirm 
they are authorized.

• If changes are not authorized, 
remediate steps are provided to fix 
the issue reported

Microsoft 365 
Managed SOC



• Allows the auditing of on prem as well 
as Microsoft Azure infrastructure to 
find any potential issues with ones 
setup

Network 
Detective Pro



• Agentless platform where scans are 
run on the network to find 
vulnerabilities which could potentially 
lead to being exploited and would 
need to be urgently patched

Vulnerability 
Management



• Affordable stack that provides:
• Enterprise grade antivirus
• Enterprise patch management

• Automatically pushes out 
software updates as well as 
updates for ones operating 
system

• Enterprise RMM (remote 
monitoring & management)
• Allows us to provide remote 

support to clients
• Can be installed on Windows, Mac, 

and Linux

Panda Adaptive 
Defence 360, Patch 
Management & RMM



• Telephony system that will allow you 
to modernize your phone 
infrastructure as well as cut costs

• Can host meeting and webinars with 
ease

• No need for physical phones
• Softphones can be installed on 

workstations and headsets use 
to take and make calls.

• Mobile application
• With only needing a mobile 

data connection on your 
mobile phone the 3CX app can 
be installed and setup to 
connect to your extension even 
when you are out of the office

3CX PBX



• Password Vault
• Personal Vault
• Shared Vault

• With shared vaults securely share 
password and even expire them after 
sharing and use.

• Mobile app available for ease of 
access to view passwords

Passly



• Providers in the fine print indemnify 
themselves for data loss

• Our solution backs up everything on a 
per user basis

• Infinite retention
• Easily restore individual emails, 

contacts, and files with ease
• Affordable and cost-effective solution 

for that peace of mind of having your 
data protected.

Google Workspace 
& Microsoft 365 
Backups



• Have peace of mind that data be it on 
workstations or servers is kept backup 
and secure

• Quickly restore files in case of 
accidental deletion with ease.

• Ensure your disaster recovery 
measures are in place and 
implemented with our 
workstation/server backup solution

Backup & Disaster 
Recovery



• We provide consulting services for 
your project to ensure that it is built in 
a most efficient and cost-effective 
manner.

IT Consultancy 
Services



• Affordable web site development 
using WordPress as well as hosting

• Affordable hosting if you already have 
your website fully developed and 
running on another provider.

Web Development 
& Hosting



• Clients can lease hardware for a 
period of 3 or 5 years depending on 
one's hardware rotation schedule 
instead of out right purchasing.

Hardware Leasing



• Yearly agreement that outlines a 
baseline of what IT services or support 
are needed by the client. Usually paid 
monthly or yearly.

• Additional support hours can also be 
purchased if hours needed exceed 
what is stipulated in the contract.

Managed Services 
Service Agreement



• Making it easier for clients to keep up 
to date on their invoices by offering 
direct debit mandate collection.

Direct Debit 
Mandate



• PVC Digital Business Cards
• SIP Trunk Provider
• ESL (Electronic Shelf Labels)

Current R&D 
Projects



If you have any questions do not hesitate to reach out to me

Thanks For Your 
Attention
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